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0 Praambel

0.1 Beschreibung des Unternehmens

Die Dr. Boysen Management + Consulting GmbH (www.dr-boysen-management.de) ist ein Unterneh-

mensberatungsunternehmen. Die Schwerpunkte der Tatigkeit des Unternehmens liegen in der Ma-
nagementberatung, in Interim-Management-Mandaten und in der Unternehmensvermittlung. Wah-
rend Managementberatungs- und -vermittlungsleistungen am Unternehmen erbracht werden, Uber-
nehmen wir in Interim-Management-Mandaten Verantwortung in Organschaft auf erster oder zweiter
Flhrungsebene in den klientenseitigen Unternehmen.

Der Geschéftsfiihrende Gesellschafter des Unternehmens setzt in Mandaten freiberufliche Experten
und Agenturen ein, die in direktem Kontakt mit den Klienten des Unternehmens arbeiten.

AuBerdem betreibt die Dr. Boysen Management + Consulting GmbH www.consultingcheck.com, eine

virtuelle Managementberatung. consultingcheck stellt Fach- und Fihrungskraften online relevante In-
formationen und Anwendungen zu Management-Themen zur Verfligung. Nutzer kdnnen sich bei
https://www.consultingcheck.com/de/mein-konto/ registrieren und auf der Seite https://www.con-

sultingcheck.com/de/tools/downloads-anwendungen-und-produkte/ Anwendungen teilweise kosten-

pflichtig herunterladen. Experten konnen bei https://www.consultingcheck.com/de/partner/ kosten-

pflichtig ihr Business-Profil anlegen (Abonnement) und mit ihren Kontaktdaten und einem Link zu ihrer
Website versehen.

0.2 Besondere Herausforderungen der Dr. Boysen Management + Consulting
GmbH betreffend den Schutz personenbezogener Daten

Wir sind keine Behorde oder offentliche Stelle und lassen auch keine personenbezogenen Daten von
einer Behorde oder einer 6ffentlichen Stelle bearbeiten. Die Verarbeitung personenbezogener Daten
kommt in unseren betrieblichen Abldaufen zwar vor, stellt aber keine Kerntatigkeit unserer Organisa-
tion dar und erfordert auch keine regelmiaRige und systematische Uberwachung betroffener Personen.
Eine Verarbeitung besonders schutzwiirdiger Kategorien personenbezogener Daten nach Artikel 9 Z1
DSGVO (Gesundheitsdaten, ethische Herkunft, genetische bzw. biometrische Daten, Gewerkschafts-
zugehorigkeit etc.) kommt in unserem Betrieb eigentlich nicht vor und ist in keinem Fall eine Kernta-
tigkeit unserer Organisation. Deshalb sind die Beauftragung eines Datenschutzbeauftragter und die
Benennung eines Verantwortlichen fir den Datenschutz in unserem Unternehmen nach Artikel 37
DSGVO nicht formal erforderlich. Wir fihlen uns aber fiir den Datenschutz verantwortlich und fihren
deshalb dieses Datenschutzkonzept ein.

0.2.1 Beratungsmandate

In vielen Beratungsmandaten erhalt die Dr. Boysen Management + Consulting GmbH Zugang zu perso-
nenbezogenen Daten, um die mit Klienten vereinbarten Projektziele zu erfiillen. Dies ist insbesondere
in Projekten zur Steigerung der operativen Ertrdage und in Restrukturierungs- und Sanierungsprojekten
der Fall. Auch der Prozess der Personalbeschaffung fiir Klienten ist fiir den Datenschutz relevant. In
diesen Fallen handelt es sich um personenbezogene Daten der beschaftigten Mitarbeiter. Die Heraus-
forderung besteht darin, die natlrlichen Personen, deren personenbezogene Daten verarbeitet wer-
den, wirksam vor Datenmissbrauch zu schiitzen.
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0.2.2 Interim-Management-Mandate

Auch in Interim-Management-Mandaten gelangen die von der Dr. Boysen Management + Consulting
GmbH eingesetzten Interim-Manager in den klientenseitigen Unternehmen an personenbezogene Da-
ten heran und verarbeiten sie, um die mit den Klienten vereinbarten Projektziele zu erreichen. Auch
hier ist dies vor allem in Projekten zur Steigerung der operativen Ertrage und in Restrukturierungs- und
Sanierungsprojekten der Fall. In diesen Fallen handelt es sich ebenfalls vorrangig um personenbezo-
gene Daten der beschéaftigten Mitarbeiter. Die Herausforderung besteht auch hier darin, die natrli-
chen Personen, deren personenbezogene Daten verarbeitet werden, wirksam vor Datenmissbrauch zu
schiitzen.

0.2.3 Unternehmensvermittlungsmandate

In Mandaten zur Vermittlung von Unternehmen erhalt die Dr. Boysen Management + Consulting GmbH
Zugang zu personenbezogenen Daten, insbesondere zu Daten (ber die in den zu vermittelnden Unter-
nehmen beschaftigten Mitarbeiter, die zu schiitzen sind.

0.2.4 Einsatz der virtuellen Managementberatung www.consulting.com

Im Geschaft mit www.consultingcheck.com legen Nutzer der Anwendung ihre personenbezogenen Da-

ten offen, um sich zu registrieren oder um Leistungen zu erwerben. Die Daten sind erforderlich, um
die erforderlichen Dokumente fiir die erfolgten Transaktionen (Auftragsbestatigung, Lieferschein,
Rechnung) erstellen und zustellen zu kénnen. Die personenbezogenen Daten missen geschitzt wer-
den.

0.2.5 Vermarktung von Marktleistungen

Zur Vermarktung von Leistungen beauftragt die Dr. Boysen Management + Consulting GmbH eine Te-
lemarketingagentur. Die Dr. Boysen Management + Consulting GmbH bezieht relevanten Kontaktda-
ten von einschlagigen Marketing-Data Providern und stellt sie der Telemarketingagentur zur Nutzung
zur Verflgung. Die Herausforderung besteht darin, sicherzustellen, dass die Kontaktdaten tatsachlich
fiir die Direktansprache freiugeeben sind und dass sie ausschlieRlich fiir diesen Zweck verwendet wer-
den.

0.3 Zweck dieses Datenschutzkonzeptes

Dieses Datenschutzkonzept verfolgt das Ziel, die grundlegenden Prinzipien aufzuzeigen, die die Dr.

Boysen Management + Consulting GmbH verfolgt, um den Schutz personenbezogener Daten zu wah-
ren. Es ist kein Datenschutzmanagementsystem (DSM), in dem alle datenschutzrelevanten MaRnah-

men der Dr. Boysen Management + Consulting GmbH Ubersichtlich dargestellt werden und das als
operatives Instrument zur laufenden Befolgung der Datenschutzprozesse eingesetzt werden kann
(Umgang mit Betroffenenanfragen, Meldung von Datenpannen).

Das Konzept soll im Sinne einer betrieblichen Datenschutzrichtlinie als Grundlage fir alle weiteren Da-

tenschutzmaRnahmen dienen. Insofern soll das Datenschutzkonzept als pragmatisches Instrument die
Umsetzung und Einhaltung des Datenschutzes im Unternehmen gewahrleisten und dem Nachweis der
Einhaltung des Datenschutzes dienen. AuBerdem soll dieses Datenschutzkonzept eine Basis fiir Audits
zur Umsetzung der Datenschutzgrundverordnung (DSGVO) sein.

Das Datenschutzkonzept dient auBerdem dazu, im Sinne einer Datenschutzerklarung Externe lber den

Umgang der Dr. Boysen Management + Consulting GmbH mit personenbezogenen Daten zu informie-
ren und ihnen zu ermoglichen, informierte Entscheidungen (iber die Bereitstellung ihrer
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personenbezogenen Daten zu treffen. Das ist insbesondere fiir die automatisierten Geschaftsvorgange
und Transaktionen bei www.consultingcheck.com relevant.

Die Dr. Boysen Management + Consulting GmbH entspricht mit diesem Datenschutzkonzept den Re-
chenschafts- und Dokumentationspflichten nach Artikel 5 Absatz 2 DSGVO.

0.4 Rechtliche Rahmenbedingungen

Die wesentliche rechtliche Rahmenbedingung fiir dieses Datenschutzkonzept ist die EU-Datenschutz-
grundverordnung 2016/679 des Europaischen Parlaments und des Rates der Europédischen Union vom
27. April 2016 zum Schutz natdrlicher Personen bei der Verarbeitung personenbezogener Daten, zum
freien Datenverkehr und zur Aufhebung der Richtlinie 95/46/EG (Datenschutzgrundverordnung), ge-
stitzt auf den Vertrag Gber die Arbeitsweise der Europaischen Union, insbesondere auf Artikel 16. Die
europdische Datenschutzgrundverordnung (EU-DSGVO) ist am 25.05.2018 in Kraft getreten. Sie basiert
auf Grundsatzen wie Transparenz, Datenminimierung, Vertraulichkeit und RechtmaRigkeit.

Die Datenschutzgrundverordnung (DSGVO) unter https://dsgvo-gesetz.de/ (intersoft-consulting) ent-

halt Vorschriften zum Schutz natirlicher Personen bei der Verarbeitung personenbezogener Daten
und zum freien Verkehr solcher Daten. Die Verordnung schiitzt die Grundrechte und Grundfreiheiten
natirlicher Personen und insbesondere deren Recht auf Schutz personenbezogener Daten. Die Daten-
schutzgrundverordnung sichert also den Schutz natirlicher Personen bei der Verarbeitung personen-
bezogener Daten als Grundrecht. Die DSGVO definiert allerdings auch, dass der freie Verkehr perso-
nenbezogener Daten in der Europdischen Union aus Griinden des Schutzes natirlicher Personen bei
der Verarbeitung personenbezogener Daten allerdings weder eingeschrdankt noch verboten werden
darf. In diesem Spannungsverhaltnis soll das vorliegende Datenschutzkonzept eine Handlungsrichtlinie
flr die Dr. Boysen Management + Consulting GmbH schaffen. Dieses Konzept enthéalt unternehmens-
bezogene Verhaltensregeln flir den Umgang mit personenbezogenen Daten.

Als Geschaftsfihrender Gesellschafter der Dr. Boysen Management + Consulting GmbH bin ich gemaR
der EU-Datenschutzgrundverordnung verantwortlich fiir das Datenschutzkonzept und fiir die Umset-
zung und Einhaltung der Grundsatze der DSGVO verantwortlich und haftbar. Da wir personenbezogene
Daten verarbeiten, fallt unser Unternehmen unter die Bestimmungen der DSGVO. Folglich beschliel3e
ich dieses Datenschutzkonzept verbindlich fiir die Anwendung in der Dr. Boysen Management + Con-
sulting GmbH.

Neben der DSGVO gelten weitere Gesetze, deren Einhaltung die Konformitat mit der DSGVO komple-
mentieren. Diese Gesetze regeln weitere Pflichten, wie beispielweise die Aufbewahrungspflichten. Ins-
besondere sind folgende Gesetze und Ordnungen zu befolgen:

= das Handelsgesetzbuch,

= das Sozialgesetzbuch (SGB) Flinftes Buch (V),
= das Telekommunikationsgesetz,

= das Telemediengesetz (TMG),

= die Abgabenordnung (AO),

= das Einkommensteuergesetz (EstG),

= und das Strafgesetzbuch (StGB).

Aullerdem gelten branchenspezifische Regelungen.

! Quelle: Amtsblatt der Europédischen Union L 119/1 ff. vom 04.05.2016.
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0.5 Begriffsdefinitionen

Personenbezogene Daten sind Einzelangaben Uber personliche oder sachliche Verhaltnisse individu-
eller natiirlichen Person bzw, die sich auf konkrete natiirliche Personen beziehen lassen. Zu den per-
sonenbezogenen Daten zdhlen insbesondere Kontaktdaten (Name, Vorname, Geburtstag, Adressda-
ten etc.), Bestelldaten und E-Mail-Inhalte sowie Gesprachsnotizen und Korrespondenz, aber auch die
IP-Adresse, die zu Marketingzwecken genutzt werden kann.

Besondere personenbezogener Daten sind Angaben (iber die rassische oder die ethnische Herkunft,
politische Meinungen, religidse oder philosophische Uberzeugungen, Gewerkschaftszugehéorigkeit,
Gesundheit oder Sexualleben.

Die verantwortliche Stelle ist jede Person, die personenbezogene Daten erhebt, verarbeitet oder nutzt
oder dies durch andere im Auftrag vornehmen l&sst.

1 Datenschutzkonzept

1.1 Geltungsbereich dieses Datenschutzkonzeptes

Dieses Datenschutzkonzept gilt fir die Dr. Boysen Management + Consulting GmbH und erstreckt sich
auch auf freiberuflich in die Projektarbeit eingebundene Leistungspartner und Agenturen.

Alle Beschéftigten der Dr. Boysen Management + Consulting GmbH und alle freiberuflich in Projektar-
beit eingebundenen Leistungspartner und Agenturen werden vom Unternehmen durch einen Vertrag
(Anlage 1: Vertrag zur Auftragsverarbeitung) zur Einhaltung dieser Richtlinie verpflichtet.

1.2 Grundsatze zum Datenschutz

Die Dr. Boysen Management + Consulting GmbH verpflichtet sich zu Grundsatzen betreffend den
Schutz personenbezogener Daten, der sich an der Datenschutzgrundverordnung (DSGVO) orientieren.
Zu unseren Grundsatzen zahlen insbesondere:

=  Wir gehen bewusst sparsam mit personenbezogenen Daten um. Wir verarbeiten personenbe-
zogene Daten nur, wenn dies unvermeidlich ist.

=  Wir binden unsere Leistungspartner in unsere Richtlinien zur Verarbeitung personenbezoge-
ner Daten verbindlich ein.

=  Wennder Zweck der Verarbeitung personenbezogener Daten erreicht ist, archivieren wir diese
Daten sicher und I6schen sie im Einklang mit den Aufbewahrungsfristen.

=  Wir gehen transparent mit unserer Vorgehensweise zur Verarbeitung personenbezogener Da-
ten um.

= Wir gehen auch offen mit Datenpannen um, indem wir Betroffene und unseren Datenschutz-
beauftragten dartber informieren. Wir lernen aus Datenpannen, indem wir die Ursachen er-
griinden und unsere Verfahrensweise verbessern.

=  Wir Uberpriifen die Wirksamkeit unseres Datenkonzeptes regelmaRig und passen es gegebe-
nenfalls zweckmaRig an.

1.3 Verantwortlichkeiten und Datenschutzorganisation

1.3.1 Datenschutzbeauftragter
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Dirk Treibich, keydata GmbH, RheinstralSe 30, D-56355 Nastatten, Tel.: +49-6772-91080 wurde im Mai
2022 auf unbestimmte Zeit beauftragt, die Funktion des Datenschutzbeauftragten fiir uns wahrzuneh-
men (s. Anlage 2: Ernennungsurkunde des Datenschutzbeauftragten).

1.3.2 Verodffentlichung des Datenschutzkonzeptes

Das vorliegende Datenschutzkonzept wird vorwiegend betriebsintern verwendet. In diesen internen
Kreis sind die freiberuflich mit uns zusammenarbeitenden Leistungspartner und die Agenturen einge-
schlossen.

Auf Anfrage von Externen wird es aber auch zur Verfligung gestellt, insbesondere, um Betroffenen von
Datenpannen transparent die Absicht und die Selbstverpflichtung zur Datenschutzbefolgung zu zeigen.

1.3.3 Verantwortliche Stelle

Die verantwortliche Stelle nach Artikel 4 Z. 7 DSGVO ist der Unterzeichner des vorliegenden Daten-
schutzkonzeptes, der Geschaftsfliihrender Gesellschafter der Dr. Boysen Management + Consulting
GmbH ist.

Dr. Werner Boysen, BrentanostraRe 62, D-56077 Koblenz, Tel.: +49-178-464 03 12)

1.4 Verzeichnis von Verarbeitungstatigkeiten

Die Verarbeitungstatigkeiten, die bei uns und bei unseren in unsere Kundenprojekte eingebundenen
Leistungspartnern anfallen, sind aufgenommen und in einem Verzeichnis zusammengestellt worden
(Anlage 3: Verzeichnis von Verarbeitungstéatigkeiten). Das regelmaRig tiberprift und, falls indiziert, ak-

tualisiert wird.

Die einzelnen aufgenommenen Verarbeitungstéatigkeiten selbst werden jahrlich auf ihre Notwendig-
keit, ihre Angemessenheit und ihre Aktualitat Gberprift und, falls moglich, in ihrem Umfang reduziert
bzw. ganz vermieden.

1.5 Umgang mit Auftragsverarbeitern

Auftragnehmer werden von uns auch unter Sorgfaltsgesichtspunkten ausgewahlt.
Die Auftragsverarbeiter sind in einem Verzeichnis erfasst worden (Anlage 4: Verzeichnis der Auf-

tragsverarbeiter). Mit jedem erfassten Auftragsverarbeiter ist ein AV-Vertrag geschlossen worden.

Auch mit jeden kiinftig neu erfassten Auftragsverarbeiter wird als Voraussetzung dafiir, mit uns zu-
sammenzuarbeiten, ein AV-Vertrag (s. Anlage 1: Muster fir AV-Vertrag) geschlossen, der die Min-
destinhalte nach Artikel 28 Absatz 3 DSGVO enthalt. Die AV-Vertrage werden am Verwaltungssitz un-
seres Unternehmens auf dem Klostergut Besselich, Haus E, in D-56182 Urbar, archiviert.

Vor Vertragsabschluss mit Leistungspartnern werden getroffene IT- und Datenschutzschicherheits-
maRnahmen dieser potenziellen Auftragnehmer hinterfragt.
1.6 Technische und organisatorische Mallnahmen

1.6.1 Datenschutzkonzept als Richtlinie

Dieses selbstverpflichtende Datenschutzkonzept dient uns als Richtlinie im Umgang mit dem Schutz

personenbezogener Daten (Security Awareness).

Grundsatzlich bemiihen wir uns darum, Daten in anonymisierter Form weiterzugeben. Sollte es not-
wendig sein, personenbezogene Daten zu vermitteln, verschliisseln wir die Daten. Bei uns werden
Rechte zur Eingabe, Anderung und Léschung von Daten definiert.
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1.6.2 Beauftragung eines Datenschutzbeauftragten

Ich habe gemald Artikel 37 GSGVO einen Datenschutzbeauftragten damit beauftragt, in der Ausfiihrung
der Aufgaben nach Artikel 9 DSGVO zur Einhaltung der Vorgaben der DSGVO hinzuwirken und uns in
der Einhaltung des Schutzes personenbezogener Daten zu unterstiitzen (s. Anlage 2: Ernennungsur-
kunde des Datenschutzbeauftragten).

1.6.3 Verzeichnis von Verarbeitungstatigkeiten

Um einen Uberblick zu erhalten, welche personenbezogenen Daten in welcher Form von wem zu wel-
chem Zweck gespeichert und verarbeitet werden, haben wir gemaR Anforderung der EU-DSGVO ein
Verzeichnis der Verarbeitungstatigkeiten erstellt, das wir jahrlich Gberprifen und ggf. aktualisieren.
Das jeweils aktuelle Verzeichnis ist bei mir gespeichert und ist eine Anlage dieses Datenschutzkonzep-
tes (s. Anlage 3: Verzeichnis von Verarbeitungstatigkeiten).

1.6.4 Verbindliche Verpflichtungserklarung

Wir erfassen alle von uns eingesetzten Auftragsverarbeiter und lassen jeden eine Verpflichtungserkla-
rung (s. Anlage 5: Verbindliche Verpflichtungserkldrung) unterschreiben. Mit ihrer Unterschrift ver-

pflichten sie sich, die Richtlinien zu befolgen und zu unterstiitzen, die in diesem Datenschutzkonzept
definiert sind um sie in unser Datenschutzkonzept einzubinden. (s. auch Kapitel 8: Schulung zum Da-
tenschutz).

1.6.5 Schulung zum Datenschutz

Wir halten die Sensibilisierung aller Mitarbeiter und Leistungspartner fir den Datenschutz fiir wichtig,
um SicherheitsmafRnahmen wirksam umsetzen zu kdnnen, und bieten allen Auftragsverarbeitern (Mit-
arbeitern und Leistungspartnern) mindestens einmal jahrlich Informationen Gber den personenbezo-
genen Datenschutz als Schulungsangebot zur Sensibilisierung fiir den Datenschutz an. Die Schulungs-

inhalte sind die Inhalte dieses Datenschutzkonzeptes im Sinne einer betrieblichen Richtlinie. Bestand-
teil dieser Schulung sind auch Inhalte des Fernmeldegeheimnisses nach § 3 TTDSG und der Hinweis auf
Schweigepflicht betreffend personenbezogene Daten.

Es wird angewiesen, fir die Aufbewahrung personenbezogener Daten verschlieBbare Aktenschranke
einzusetzen, die auch tatsachlich verschlossen werden. AuBerdem wird angewiesen, dass ein Ablauf
eingerichtet wird, der die Vernichtung nicht mehr bendtigter personenbezogener Daten sicherstellt
und dass die Vernichtung dokumentiert wird (Loschdokumentation). Es werden dazu Aktenvernichter
der Schutzklasse 3 (min. Sicherheitsstufe 4) eingesetzt.

1.6.6 Zugangsregelungen

Wir stellen Gber ein Schllsselkonzept unseres manuellen SchlieBsystems mit Sicherheitsschldssern si-
cher, dass nur befugte Personen Zugang zu unseren Biiros erhalten. Bei Abwesenheit stellen wir sicher,
dass die Tlren verschlossen sind.

Unsere Datenverarbeitungssysteme (Notebooks, Smartphones etc.) sind durch Password-Vergabe ge-
schitzt. Passworter sollen eine Lange von 12 Zeichen haben und GroR- und Kleinbuchstaben sowie
Zahlen und Sonderzeichen enthalten. Passworter sollen regelmalig gewechselt werden.

1.6.7 IT-Infrastruktur

Wir stellen sicher, dass unsere informationstechnologische Infrastruktur die Voraussetzungen zur Ein-
haltung des Schutzes personenbezogener Daten erfiillt.
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Insbesondere achten wir darauf, dass eine UTM-Firewall installiert ist, die eine unbeabsichtigte Wei-
tergabe von personenbezogenen Daten an Dritte ausschlieRt (Privacy by Design und Privacy by
Default). Die Datensicherung stellen wir tGber ein cloud-basiertes Backup bei unserem IT-Dienstleister
(Fa. m8it GmbH & Co. KG, Hunsrlickhéhenstralle 6, 56154 Boppard-Buchholz, Tel.: +49-6742-931170)
sicher, der ein angemessenes Recovery-Konzept vorhalt.

Eine unterbrechungsfreie Stromversorgung (USV) bendtigen wir in unseren Biros nicht, weil perso-
nenbezogene Daten auf mobilen Endgeraten mit eigener Stromversorgung (Notebooks) und in einer
Cloud unseres IT-Dienstleisters gespeichert werden. Ein physischer Server existiert in unserem Unter-
nehmen nicht (mehr). Die Daten, die auf den mobilen Endgeraten gespeichert sind, werden in ange-
messenen Intervallen auf weitere Datentrager kopiert, die an einem sicheren, ausgelagerten Ort ar-
chiviert werden.

In unseren Biros werden ausschlieBlich WPA2-verschliisselte WLAN-Netzwerke verwendet.

1.6.8 Operative IT-MaRnahmen

Wir managen den Zugang zu datenschutzkritischen Anwendungen, flihren angemessene Regeln zur
Benutzerberechtigung und zur Passwortvergabe ein. Wir nutzen aktuelle Virenschutzprogramme und
verschliisseln datenschutzrelevante Korrespondenz. Vertrauliche und personenbezogene Daten wer-
den nicht Gber Anwendungen wie WhatsApp, facebook oder Skype versandt.

Personenbezogene Daten, die nicht mehr gebraucht werden, 16schen wir.

Verlorene Mobilfunkgerate lassen wir umgehend lber den Mobilfunkanbieter sperren. Datentrager
werden vor ihrer Weitergabe an andere Nutzer physisch komplett geloscht.

1.6.9 Checkliste

Zur Einhaltung der MaRnahmen zum Schutz personenbezogener Daten haben wir eine Checkliste (s.
Anlage 6: Checkliste zur Einhaltung des Schutzes personenbezogener Daten) erstellt, anhand derer wir

quartalsweise priifen, zu welchem Grad wir den Vorgaben entsprechend handeln. Uber die Uberprii-
fung fithren wir Protokoll und nehmen dabei auch Verbesserungsmallnahmen auf. Die Protokolle wer-
den am Verwaltungssitz unseres Unternehmens archiviert. Gebotene und angemessene Verbesse-
rungsmalnahmen werden nach der Uberpriifung eingeleitet.

1.6.10 Umgang mit Datenpannen

Wir gehen offen und transparent mit Datenpannen um. Im Fall einer erkannten Datenpanne dokumen-
tieren wir diese und melden den Vorgang gemalR DSGVO unmittelbar an unseren Datenschutzbeauf-
tragten, der angewiesen ist, innerhalb von 72 Stunden die zustandige Aufsichtsbehorde daritber zu
informieren.

1.6.11 Dokumentation

Unsere Leitlinie zum Umgang mit dem Datenschutz ist in diesem Datenschutzkonzept dokumentiert.
Alle datenschutzrelevanten Verarbeitungen werden in einem Verzeichnis (s. Anlage 2.3: Verzeichnis
der Auftragsverarbeitungstatigkeiten) aufgenommen, das mindestens einmal jahrlich Gberprift und
bei Bedarf aktualisiert wird. Alle Auftragsverarbeiter (s. Anlage 2.4: Verzeichnis der Auftragsverarbei-
ter) werden in einem weiteren Verzeichnis gefiihrt, das ebenfalls mindestens einmal jahrlich Giberprift
und bei Bedarf aktualisiert wird. Festgestellte Datenpannen werden gemeinsam mit den Ursachenana-
lysen und definierten GegenmaRnahmen dokumentiert.
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1.6.12 Uberpriifungen

Wir haben uns fiir eine jahrliche formale Uberpriifung der Giite unseres Datenschutzes entschieden.
Diese Uberpriifung soll in Form eines Audits durch unseren Datenschutzbeauftragten umgesetzt wer-
den und in Berichten miinden. In diesen zyklischen Uberpriifungen festgestellte und in den Berichten
dokumentierte Abweichungen von den Anforderungen und Abweichungen von den in diesem Daten-
schutzkonzept definierten Vorgaben werden systematisch beseitigt. Die MaRnahmen zur Beseitigung
werden dokumentiert.

1.7 Auskunftsrecht, Recht auf Dateniibertragung und Loschung
1.7.1 Einwilligung, Einschrankung und Widerspruch

Wir erheben und verarbeiten keine personenbezogenen Daten, sofern die betroffene Person nicht
ausdriicklich freiwillig dazu zugestimmt hat, ohne dass die Zustimmung an einen Vertrag gekoppelt
wird. Wir achten darauf, dass der Zweck der Verarbeitung personenbezogener Daten angemessen und
auf das notwendige MaR beschrankt ist.

Flr die betriebliche Verwendung von Fotos, auf denen Personen erkennbar sind, holen wir die Einwil-
ligung der entsprechenden Personen durch ihre Unterschrift unter eine Einwilligung ein (Anlage 8:
Muster der Einwilligung zur betrieblichen Fotonutzung).

Natirliche Personen haben nach Artikel 18 DSGVO ein Recht auf Einschrankung und nach Artikel 21
DSGVO ein Recht auf Widerspruch. Beide Rechte gewadhren wir.

1.7.2 Auskunfts- und Berichtigungsrecht

Wir stellen sicher, dass jede Person nach Artikel 15 GSGVO auf ihr Verlangen kostenfrei Auskunft Gber
alle bei uns Uber sie gespeichterten Daten, den Zweck der Verwendung und Uber Dritte, die die Daten
erhalten haben, erhalt. AuRerdem gewahren wir natiirlichen Personen ihr Recht auf Berichtigung ihre
Daten nach Artikel 16 DSGVO.

1.7.3 Recht auf Dateniibertragung

Wir stellen auch sicher, dass jede Person auf ihr Verlangen gemaR Art. 5, 12 und 20 DSGVO jederzeit
alle bei uns liber sie gespeicherten personenbezogenen Daten in einem gangigen Format ausgehandigt
bekommt.

1.7.4 Recht auf Datenléschung

Wir bewahren personenbezogene Daten nicht langer als notwendig auf und legen offen, wann wir
regelmalig erfasste und gespeicherte personenbezogene Daten lI6schen und |6schen personenbezo-
gene Daten nach Artikel 17 DSGVO auf Verlangen einer Person unmittelbar. Stellen wir Dritten perso-
nenbezogene Daten zur Verfligung, stellen wir sicher, dass diese Daten gel6scht werden, sobald sie
nicht mehr bendétigt werden.

1.8 Risikoanalyse und Datenschutzfolgeabschatzung (DSFA)

In Zusammenarbeit mit dem bestellten Datenschutzbeauftragten wird regelmaRig im Kontext des jahr-
lich vereinbarten Uberpriifungsaudits eine systematische Risikoanalyse durchgefiihrt, in der die Ver-
letzungsstarke der betroffenen Personen ermittelt wird. Aus den Ergebnissen der Risikoanalyse wird
gemeinsam mit dem Datenschutzbeauftragten eine realistische Datenschutzfolgeabschatzung abgelei-
tet. In Abhangigkeit von den Ergebnissen der Risikoanalyse und der Datenschutzfolgeabschatzung
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werden wirksame und pragmatisch umsetzbare VerbesserungsmaRnahmen entwickelt, entschieden
und zeitnah umgesetzt.

Esist allerdings davon auszugehen, dass aufgrund der Art, des Umfangs, der Umstdande und der Zwecke
der Datenverarbeitung kein hohes Risiko fiir die Rechte und Freiheiten natlrlicher Personen besteht.
Wir fihren namlich keine systematische und umfassende Bewertung personlicher Aspekte natdrlicher
Personen durch und betreiben keine umfangreichen Verarbeitungen sensibler Daten. Es gibt auch
keine Videoliberwachung in unserem Einflussbereich.

1.9 Datenschutzerklarung fiir Websites

Unser Unternehmen betreibt eine Website (www.dr-boysen-management.de) und eine virtuelle An-

wendung zur Unternehmensberatung (www.consultingcheck.com). Auf beiden Websites bietet unser

Unternehmen eine Datenschutzerklarung an (s. Anlage 7: aktuelle Datenschutzerklarung), die regel-
malig gemeinsam mit unserem Datenschutzbeauftragten im Rahmen des jahrlich vereinbarten Audits
Uberprift und, falls erforderlich, aktualisiert bzw. ergdnzt wird.

1.10 Kontinuierliche Verbesserung des Datenschutzkonzeptes

In Einklang mit Artikel 32 DSGVO arbeiten wir laufend an der Uberpriifung, Bewertung und Verbesse-
rung unserer Datenschutzprozesse, insbesondere unserer organisatorischen MaBnahmen und unserer
Dokumentation betreffend den personenbezogenen Datenschutz.

Anlasslich des jahrlichen Aktualisierungsturnus im Rahmen der mit unserem Datenschutzbeauftragten
vereinbarten Audits lassen wir erkannte Verbesserungsmoglichkeiten in unser Datenschutzkonzept
einflieBen.

1.11 Zielsetzung fiir das Geschaftsjahr 2022

Im Geschaftsjahr 2022 mdchten wir uns intensiv mit den Anforderungen des Datenschutzes befassen.
Das Geschaftsjahr soll dazu genutzt werden, geeignete Mallnahmen zu definieren und einzufiihren,
um perspektivisch alle Anforderungen der DSGVO zu erfiillen.

Im Speziellen sind die Zielsetzungen fir dieses Geschaftsjahr

= die Beauftragung eines Datenschutzbeauftragten, der eine Erstanalyse zur Umsetzung der Da-
tenschutzgrundverordnung (DSGVO) mit den Anforderungen des Datenschutzes befassen soll,

= die Erarbeitung eines Plans zur Bearbeitung der sich aus dieser Erstanalyse ergebenden Einzel-
empfehlungen,

= die Erstellung eines Datenschutzkonzeptes,

= die Aufnahme aller datenschutzrelevanten Tatigkeiten

= und die Aufnahme aller Auftragsverarbeiter im Sinne der DSGVO sowie deren Verpflichtung
zur Einhaltung der Anforderungen der DSGVO.

1.12 Selbstverpflichtung

Die Dr. Boysen Management + Consulting GmbH verpflichtet sich selbst, gemaR Art. 5 Datenschutz-
grundverordnung (DSGVO) rechtméRig, sparsam, sorgsam und in einer fir die betroffenen Personen
nachvollziehbaren, transparenten Weise mit personenbezogenen Daten umzugehen und auch ihre
Leistungspartner zur Einhaltung der Richtlinien dieses Datenschutzkonzeptes zu verpflichten.
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Ich erklare, dass die in diesem Dokument getroffenen Aussagen zutreffen und dass ich die unter Punkt
1.12 formulierte Selbstverpflichtung eingehe.

Dr. Werner Boysen
Geschaftsfiihrender Gesellschafter der Dr. Boysen Management + Consulting GmbH
23.11.2025
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